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Executive summary: End-user survey, autumn 2008

In June 2008, 53 top-tier security directors belonging to a security association responded to an on-line survey. There were several purposes of the survey: first, addressing end-user attitudes towards the digitalisation of security systems; second, understand what behaviour was associated with a role model security capability and, third, to formulate an understanding of the interaction between the demand and supply-side of the industry.

The survey consisted of three main parts; being general background variables, attitude questions and finally the section that dealt with the ranking of certain attributes when evaluating systems integrators and manufacturers. The attitude questions direct the attention to important general aspects in relation to the overarching purpose of the survey; being behavioural and organisational, relationship to technology and relationship to industry.

The median age of the respondent is 50 years old, having 20 years of experience in security and 5 years of experience within the current organisation and also of IP. The median size of the organisation is 4 500 employees.

Analysing the medians, the following observations were the most interesting: IT companies may likely serve as future security system integrator, and peers and industry colleagues main source of input regarding industry development; suggesting a professional network or ‘community of practice’. IP security is a modest challenge, and internal acceptance of security strong, but still a wish for security being higher on the corporate agenda.

Also, there is an unclear role of security consultants, system integrators, trade magazines and trade shows; often no measurement of performance internally—performance get evaluated on face value and by peers, integration of video surveillance and access control still not a vision for the future, and sparse interaction with manufacturers of security equipment.

When analysing what actually matters, using simple correlation between the included questions, the following qualities explained an above average security capability: age and loyalty matters, not security experience; past incidents gives future security credibility, involvement and contact with the industry supply-side does not explain above average performance; security system matters, the more checkpoints/nodes, the better security and, different from the median analysis, the internal experts are important decision layer/influence for keeping updated on industry developments, not as much the industry peers and colleagues.

The last purpose was to address the nature of the interaction with the supply-side of the industry; the top three criteria for evaluating a systems integrator were the following: ‘historical performance and stability’, ‘technical know-how’ and ‘price’. When evaluating the manufacturers of security equipment these were the top three criteria: ‘reliability of equipment’, ‘historical performance’ and ‘price’.
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